
Soren Pedersen 
Chief of Media and PR 

 
12th OAFCN training seminar   

 Rome, 24 April 2013 
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CONCLUSION 
Eurojust/Frontex/OLAF and Europol will never be 
‘big’ on Social Media 
 
Why? 
 
• Too difficult/dangerous to interact directly with 
citizens 
• Too little information of direct relevance to citizens 
for their everyday lives 
• Too few resources to maintain the services 
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• Social Media presence is part of modern day communication 
 
• Websites will remain the key information source 
 
• ‘Social Media Strategy’ (incl. content plan, security and IT policy 
and social media guidelines for staff and Community Managers) 
in Autumn 2012  
 
• Using Facebook/LinkedIn, YouTube and Twitter from January 
2013 
 
• Careful approach with minimal resources 
- 1.5 FTE (Community manager, content creation, AV support 
and editing/proof-reading) 
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What can we achieve from the use of Social Media? 
 
• Show that we are not living in the past 
 
• Expand the reach of our Press Releases 
 
• Ability to target some of our communications 
 

• Ensure the organisation’s visibility and increase awareness 
 
• Incorporate videos, speeches, interviews 
 
• Drive new visitors to our corporate website 
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More than 60% of journalists use social media to find 
new ideas for news articles. 
 
9/10 journalists use social media at the office 
 
5/10 journalists use social media on-the-go 
 
 
 
 
Source: Burson-Marseller. 



Europol Unclassified –Basic Protection Level     or    Europol 
Public Information 

6 

Total figures for Social Media Jan-April 2013 
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Overall number split by channel 
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Total up to Apr. 2013:  36,636 

Media reports 2013: Jan-Apr. 
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Media reports 2013: Jan-Apr. 
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Online examples of law enforcement agencies active 
in Social Media: 
 
• Europol 
• Spanish Policia Nacional 
• FBI 
• And… European Commisssion (incl. OLAF) 
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Examples of criminal activity 
 
Quotes from SOCTA 2013 (Serious and Organised Crime Threat 
Assessment: 
 
• “Modern information and communications technology (ICT) 
enables fraudsters to easily access a large pool of potential 
victims”. 
 

• ”Fraud is largely facilitated by the availability of enhanced 
communication and technological tools in which individuals and 
companies are increasingly targeted online”. 
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• Grooming - child sexual abuse. Perpetrators hiding 
behind fake identities 
 

• Easy distribution of illegal material 
 
• Worldwide access to other criminals 
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Members of Koobface 
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• Koobface: Gang from Skt. Petersburg behind an 
internet worm which spread via Facebook and other 
social networks. 
 
• Gained control of hundred of thousands of 
computers. They used bogus links to online videos 
which masqueraded as a Flash update.  
 

• The gang made about 2 million USD a year. 
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Conclusion: 
 
• Social Media is here to stay. You can’t beat them, so 
better join in! 
 
• Recommend a positive but cautious approach 
 
“We don’t have a choice on whether we do social 
media, the question is how well we do it”. Erik 
Qualman, US author.  


