PRIVACY NOTICE FOR
LIST OF PARTICIPANTS OF CII INFORMATION SHARING AGREEMENT

1. DESCRIPTION OF THE PROCESSING OPERATION

Unit OLAF/03 Operational Coordination and Liaison Office, acting as controller, has established and maintains a list of contacts of international investigation offices participating to the Conference of International Investigators (CII) information sharing arrangement. The list will facilitate the timely and effective sharing of information between Organisations without existing bilateral mechanisms and/or the time or resources to implement them.

This list is put together by gathering relevant contacts provided by the participating offices representatives and is regularly updated.

The processing of your data will not be used for an automated decision making, including profiling.

2. LEGAL BASIS FOR THE PROCESSING

The legal basis for this processing is Article 5 paragraph 1(d) of Regulation(EU) 2018/1725.

3. CATEGORIES OF PERSONAL DATA COLLECTED

In order to carry out this processing operation OLAF collects the following categories of personal data:

The personal data related to the organisation that are necessary to ensure that adequate authorisation to participate in the sharing arrangement has been given, including name title and signature of authorised official requesting to opt-in.

The contact point information within participating office, including, when provided by the office, name, title and co-ordinates (telephone and/or email).

The provision of the personal data is not mandatory as contact points can be also indicated without providing personal data.

The source from which your personal data originates is the international investigation office which has shared your identity, consent and contact information.
4. **Who has access to your information and to whom is it disclosed?**

OLAF staff responsible for carrying out this processing operation has access to your personal data. In addition, your data may be transferred to participating international organisations in accordance with Regulation(EU) 2018/1725, in order to allow the contact between participating international investigation offices.

5. **How do we protect and safeguard your information?**

In order to protect your personal data, a number of technical and organisational measures have been put in place. Technical measures include appropriate actions to address online security, risk of data loss, alteration of data or unauthorised access, taking into consideration the risk presented by the processing and the nature of the data being processed. Organisational measures include restricting access to the data to authorised persons with a legitimate need to know for the purposes of this processing operation.

6. **How long do we keep your data?**

Your personal data may be retained by OLAF as long as the process is active. The list will be reviewed regularly.

7. **What are your rights and how you can exercise them?**

You have the right to request access to your personal data, rectification or erasure of the data, or restriction of their processing.

You have consented to provide your personal data to OLAF for the present processing operation. You can withdraw your consent at any time by notifying the controller. The withdrawal will not affect the lawfulness of the processing before the consent was withdrawn.

Any request to exercise one of those rights should be directed to the Controller (OLAF-FMB-DATA-PROTECTION@ec.europa.eu). Where you wish to exercise your rights in the context of one or several specific processing operations or files, please provide their description and reference(s) in your request.

8. **Contact details of the Data Protection Officer**

You may contact the Data Protection Officer of OLAF (OLAF-FMB-DPO@ec.europa.eu) with regard to issues related to the processing of your personal data under Regulation(EU)2018/1725.

9. **Right of recourse**

You have the right to have recourse to the European Data Protection Supervisor (edps@edps.europa.eu) if you consider that your rights under Regulation(EU)2018/1725 have been infringed as a result of the processing of your personal data by OLAF.